
 

02120259   

Privacy Policy 

This Privacy Policy (the "Policy") applies to your use of our services being offered by and 
through www.veinstent.com, any application(s) associated therewith, and all affiliated web sites 
or software products/components/training modules owned and operated solely by 
VeinStent.com, LLC (collectively, the "VS Services"). As used in this Policy, "VS", “we,” “us,” and 
“our” refer to VeinStent.com, LLC and any of its subsidiaries, and "USER" or "you,” “your(s),” 
refers to you and any person or entity acting your behalf.This Privacy Policy describes how VS 
collects and uses the personal and other information provided by users of the VS Services. It 
also describes the choices available to you regarding our use of your personal information. 

USER (“YOU”) ACKNOWLEDGES AND AGREES TO ACCEPT THIS PRIVACY POLICY BY 
(1) CLICKING “I AGREE” WHEN SUCH OPTION IS PRESENTED TO USER, OR (2) BY 
LAUNCHING, ACCESSING, DOWNLOADING OR OTHER USE OF THE VS SERVICES OR 
VS CONTENT. 

VS may modify this Policy at any time without notice. Continued use of the VS Services after a 
change in this Policy, or after implementation of any other new policy constitutes acceptance of 
such change or policy. IF YOU DO NOT AGREE TO THE TERMS OF THIS POLICY OR ANY 
REVISED VERSION OF THIS AGREEMENT, YOU DO NOT HAVE AUTHORIZATION TO 
CONTINUE MAKING USE OF THE VS SERVICES. 

1. VS SERVICES 

The VS Services allow you to access and review certain proprietary information. Some of the 
information provided by the VS Services may be supplied by third parties who are solely 
responsible for the accuracy and timeliness of the information provided. Specifically, VS 
provides the VS Services to you for informational purposes only. 

You can access and use the VS Services subject to the licensing terms and access 
restrictions set forth in the Terms of Service. 

2. TERMS OF SERVICE 

Please review VS’s Terms of Service, which are incorporated by reference as if fully set forth 
herein. 

3. WE SAFEGUARD PERSONALLY IDENTIFIABLE INFORMATION 

VS does not disclose our email lists to third parties, and we will not provide your personal 
information to any third party individual, government agency, or company at any time unless you 
have requested that VS do so, such is necessary to investigate a suspected violation of our 
Terms of Service, and in the event we are compelled to do so by law. 

We maintain the information you make available to us in accordance with applicable law. 

In accordance with our Terms of Service, we do not disclose any of your personally identifiable 
information or your email address without your prior consent. We may periodically contact you 
regarding promotions, offers, products or services from VS via email, SMS text message and/or 
other methods. We may also periodically contact you regarding your account status, or other 
matters relevant to you. You may opt out of receiving communications from us at any time. You 
will never receive email from any third party affiliated VS unless you have affirmatively opted to 
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receive such email. You acknowledge and agree, however, that you may still receive certain 
promotional emails from VS containing information about VS and offers from VS which VS 
deems relevant to you. You may Opt-Out, or unsubscribe, from any of these promotional email 
programs by by following the instructions contained within the emails, and to remove your name 
from list to receive SMS texts by texting STOP in reply at any time. 

4. VS’s ANTI-SPAM POLICY 

In compliance with the CAN-SPAM Act of 2003 (15 U.S.C. 7701, et seq., Public Law No. 108-
187, was S.877 of the 108th United States Congress), e-mail sent, or caused to be sent, to you 
through the VS Services will not: 

 use or contain invalid or forged headers; 

 use or contain invalid or non-existent domain names; 

 employ any technique to otherwise misrepresent, hide or obscure any information in 

identifying the point of origin or the transmission path; 

 use other means of deceptive addressing; 

 use a third party's internet domain name, or be relayed from or through a third 

party's equipment, without permission of the third party; 

 contain false or misleading information in the subject line or otherwise contain false 

or misleading content; 

VS does not authorize the harvesting, mining or collection of our users e-mail addresses or 
other information from or through the website or its services. VS does not permit or authorize 
others to use VS Services to collect, compile or obtain any information about its users or VS, 
including but not limited to, user e-mail addresses. 

VS does not permit or authorize any attempt to use its services in a manner that could damage, 
disable, overburden or impair any aspect of any of the VS Services, or that could interfere with 
any other party's use and enjoyment of the VS Services. 

5. THE INFORMATION WE COLLECT 

When using the VS Services, the IP address used to access the VS Services will be logged 
along with the dates and times of access. This information is purely used to analyze trends, 
administer the site, manage customer accounts, investigate complaints, track users’ movement 
and gather broad demographic information for internal use and marketing. 

When accessing the VS Services we may require that your browser or device accept cookies or 
similarly enabling technology. A cookie is a small amount of information that is sent from a web 
server to your browser and stored on your computer's hard drive. VS uses cookies to verify that 
you are properly signed in to your account, to display information for your current location, and 
to highlight your favorite videos, for example. VS may also use cookies, or the like, from time to 
time to measure your response to new aspects of the VS Services and promotional emails in an 
effort to continually improve customer service and usability. 

You can erase or block cookies from your computer if you wish to do so (your internet browser 
help screen or manual will thoroughly explain this process), but certain VS Services may not 
work correctly or will not work at all if your browser is set not to accept cookies. 
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Web pages and applications may contain electronic images (called a "single-pixel GIF" or "web 
beacon") that are used to count users who have visited that page, or to access certain cookies. 

VS uses aggregate data (based partly on IP addresses of our users) collected through its VS 
Services to analyze usability, system performance and usage trends. This data, in its aggregate 
form, may be shared with third parties with whom VS works to analyze it, the data will only be 
shared under the strictest terms of confidentiality. Such data will only be used in an aggregate 
form and will not contain any personally identifiable information. 

In addition, VS may monitor your behavior and log/record how you interact with the VS Services. 
VS uses this information to optimize your experience and customize certain promotional offers 
based on how you interact. 

If you choose to provide feedback to VS, any feedback you provide may be shared with others, 
made public or otherwise published as we deem appropriate without prior notice to you. Your 
feedback will not be publicized in a way that is attributable to you by name, email address, or 
any other identifiable form unless you choose to provide that information at the time you provide 
feedback. 

You may choose to access certain VS Services through third party social media web sites and 
services. When you do so, you are sharing information with those sites and VS, and the 
information you share will be governed by their privacy policies. You can modify your privacy 
settings with those third parties directly. VS does not control the privacy policies of such third 
parties and assumes no responsibility or liability for the actions of such third parties. 

Google Adsense and the DoubleClick DART Cookie -- Google, as a third party advertisement 
vendor, may use cookies to serve ads on this site. The use of DART cookies by Google enables 
them to serve adverts to visitors that are based on their visits to this website as well as other 
sites on the internet. 

To opt out of the DART cookies you may visit the Google ad and content network privacy policy 
at the following URL Tracking of users through the DART cookie mechanisms are subject to 
Google's own privacy policies. 

Other third party ad servers or ad networks may also use cookies to track users’ activities on this 
website to measure advertisement effectiveness and for other reasons that will be provided in 
theirown privacy policies. VS has no access or control over these cookies that may be used by 
third party advertisers. 

6. MISCELLANEOUS 

Notwithstanding anything to the contrary in this Privacy Policy, VS may be required to disclose 
USER and personal information to enforce our Terms of Service, or in response to inquiries by 
formal law enforcement, or in cases permitted by the United States’ CAN-SPAM Act of 2003 
(CAN-SPAM), the European Union's Safe Harbor Provisions ("Safe Harbor"), Japan's Personal 
Information Protection Act ("PIPA"), or other related privacy laws and regulations. 

7. CHANGES TO THIS PRIVACY POLICY 

Any changes to this Privacy Policy will always accessible through the VS Services, along with 
the effective date of the new policy. All USERs should check this Privacy Policy periodically to 
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stay abreast of any such changes. VS will never make changes to its privacy policy that violate 
any applicable privacy laws, including CAN-SPAM, Safe Harbor, PIPA, or other commercial 
privacy standards. For any material changes to the Privacy Policy (in situations where VS 
changes the manner in which we handle your personal information), we will notify you via email 
or by placing a prominent notice elsewhere within the VS Services. 

8. CONTACT US 

If you have any questions or if you would like to discuss the privacy policies and practices VS, 
you may contact us by email at:  info@veinstent.com. 

9. NOTICE TO CALIFORNIA RESIDENTS 

Your California Privacy Rights (As Provided by California Civil Code section 1798.83): 

A California resident who has provided Personal Data to a business with whom he/she has 
established a business relationship for personal, family, or household purposes (a “California 
Customer”) may request information about whether the business has disclosed personal 
information to any third parties for the third parties’ direct marketing purposes, subject to certain 
exceptions. In general, again, subject to certain exceptions, if the business has made such a 
disclosure of Personal Data, upon receipt of a request by a California Customer, the business is 
required to provide a list of all third parties to whom Personal Data was disclosed in the 
preceding calendar year, as well as a list of the categories of Personal Data that were disclosed. 
Under the exceptions, VS may instead provide California Customers a cost free means to opt-out 
of these disclosures. Any customer may request to opt-out of these disclosures by contacting VS 
as described above. California Customers may also request further information about our 
compliance with this law by contacting us. However, as stated herein above, it is notthe policy of 
VS to disclose your personally identifiable information or email address to any third parties for 
the third parties’ direct marketing purposes. 


